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Anti-Bribery Policy 

Introduction  
H&M Security Services values our reputation for ethical behaviour, financial probity and reliability. We 
recognise that over and above the commission of any crime, any involvement in bribery will also reflect 
adversely on our image and reputation. Our aim therefore is to limit our exposure to bribery by:  

• Setting out a clear anti-bribery policy.  

• Training all employees so that they can recognise and avoid the use of bribery by themselves and others. 

• Encouraging our employees to be vigilant and to report any suspicion of bribery, providing them with 
suitable channels of communication and ensuring sensitive information is treated appropriately.  

• Rigorously investigating instances of alleged bribery and assisting the police and other appropriate 
authorities in any resultant prosecution. 

• Taking firm and vigorous action against any individual(s) involved in bribery.  

The Policy 
H&M Security Services prohibits the offering, the giving, the solicitation or the acceptance of any bribe, 
whether cash or other inducement to or from any person or company, wherever they are situated and 
whether they are a public official or body or private person or company by any individual employee, agent or 
other person or body acting on our behalf in order to gain any commercial, contractual or regulatory 
advantage for our company in a way which is unethical. or in order to gain any personal advantage, pecuniary 
or otherwise, for the individual or anyone connected with the individual. 
 
Further Clarification 
H&M Security Services recognise that market practice varies across the territories in which we do business and 
what is normal and acceptable in one place may not be in another. This policy prohibits any inducement which 
results in a personal gain or advantage to the recipient, or any person or body associated with them, and 
which is intended to influence them to take action which may not be solely in the interests of our company or 
of the person or body employing them or whom they represent.  
 
This policy is not meant to prohibit the following practices providing they are customary in a particular market, 
are proportionate and are properly recorded:  

• normal and appropriate hospitality  

• the giving of a ceremonial gift on a festival or at another special time  

• the use of any recognised fast-track process which is available to all on payment of a fee  

• the offer of resources to assist the person or body to make the decision more efficiently provided that 
they are supplied for that purpose only.  

Inevitably, decisions as to what is acceptable may not always be easy. If anyone is in doubt as to whether a 
potential act constitutes bribery, the matter should be referred to the local senior manager with responsibility 
for this policy before proceeding. If necessary, guidance should also be sought from either the Managing 
Director or other Senior Director. 

Employee Responsibility  
The prevention, detection and reporting of bribery and other forms of corruption are the responsibility of all 
those working for us or under our control. All Workers are required to avoid any activity that might lead to, or 
suggest, a breach of this policy. 
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Workers are required to notify H&M Security Services as soon as possible if it is believed or suspected that a 
conflict with this policy has occurred, or may occur in the future, or if they are offered a bribe, are asked to 
make one, suspect that this may happen in the future, or believe that they are a victim of another form of 
unlawful activity. 

Any employee who breaches this policy may face disciplinary action, which could result in dismissal for gross 
misconduct. We reserve our right to terminate our contractual relationship with non-employee Workers if 
they breach this, policy. 

If any Third Party is aware of any activity by any Worker which might lead to, or suggest, a breach of this 
Policy, they should raise their concerns with the Operations Director, Iain Henderson, at 
iain.henderson@hmsecurityservices.co.uk in the first instance. 

Monitoring and review 
H&M Security Services monitors the effectiveness and reviews the implementation of this policy at 
appropriate intervals, considering its suitability, adequacy and effectiveness. Any improvements identified are 
made as soon as possible. Internal control systems and procedures are also subject to regular review to 
provide assurance that they are effective in countering any risks of bribery and corruption. 
 
Protection  
Employees who refuse to accept or offer a bribe, or those who raise concerns or report another's wrongdoing, 
are sometimes worried about possible repercussions. We aim to encourage openness and will support anyone 
who raises genuine concerns in good faith under this policy, even if they turn out to be mistaken.  

We are committed to ensuring no one suffers any detrimental treatment as a result of refusing to take part in 
bribery or corruption, or because of reporting in good faith their suspicion that an actual or potential bribery 
or other corruption offence has taken place, or may take place in the future. Detrimental treatment includes 
dismissal, disciplinary action, threats or other unfavourable treatment connected with raising a concern. If you 
believe that you have suffered any such treatment, you should inform the managing director immediately. If 
the matter is not remedied, and you are an employee, you should raise it formally using the company’s 
Grievance Procedure.  

Training and communication  
Training on this policy forms part of the induction process for all new employees. All existing employees will 
receive regular, relevant training on how to implement and adhere to this policy. In addition, all employees will 
be asked to formally accept conformance to this policy on an annual basis.  

Our zero-tolerance approach to bribery and corruption must be communicated to all suppliers, contractors 
and business partners at the outset of our business relationship with them and as appropriate thereafter.  

Who is responsible for the policy?  
The Managing Director has overall responsibility for ensuring this policy complies with our legal and ethical 
obligations, and that all those under our control comply with it.  

The Operations Director has primary and day-to-day responsibility for implementing this policy, and for 
monitoring its use and effectiveness and dealing with any queries on its interpretation. Management at all 
levels are responsible for ensuring those reporting to them are made aware of and understand this policy and 
are given adequate and regular training on it.  
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Monitoring and review  
The Operations Director will monitor the effectiveness and review the implementation of this policy, regularly 
considering its suitability, adequacy, effectiveness and compliance with the Bribery Act 2010. Any 
improvements identified will be made as soon as possible. Internal control systems and procedures will be 
subject to regular audits to provide assurance that they are effective in countering bribery and corruption.  

Employees are invited to comment on this policy and suggest ways in which it can be improved to the 
Operations Director.  

This policy does not form part of any employee's contract of employment, and it may be amended at any time. 

The ultimate responsibility for this policy lies with the Managing Director who ensures that it is given and 
retains the highest of priorities. This policy and its implementation will be reviewed at least annually and 
updated as required. 
 
Signed by: 
 
 
 
 
Ian Henderson 
Managing Director 
H & M Security Services 
 


